NORTH WEST LEICESTERSHIRE DISTRICT COUNCIL

LICENSING SUB COMMITTEE - 21 APRIL 2010

Title of report

APPLICATION FOR A PREMISES LICENCE

Contacts

Councillor Alison Smith
01530 835668
alison.smith@nwleicestershire.gov.uk

Commercial Services Manager
01530 454610
lee.mansfield@nwleicestershire.gov.uk

Licensing Enforcement Officer
01530 454844
stephen.eyre@nwleicestershire.gov.uk

Purpose of report

To determine an application for a premises licence in respect of
premises, Coalville Rugby Football Club, Memorial Ground, Hall
Lane, Whitwick, Leicestershire, LE67 5PF. This report outlines the
application and summarises the representations received. It also
highlights the licensing objectives, the relevant parts of
Government guidance and the pertinent sections of the Licensing
Authority’s Licensing Policy.

Strategic aims

Strong and Safer Communities

Implications:

Financial/Staff

Link to relevant CAT

Risk Management

Equalities Impact
Assessment

Human Rights

Implications arising from an appeal made to the Magistrates Court
by anyone aggrieved by the decision of the Sub-Committee.

Safer CAT.

The usual risks of cost involved if the applicant appeals against the
decision of the Committee. In any event and in order to mitigate
these risks, the Committee should give clear reasons for its
decisions and any such reasons would need to be substantiated in
Court.

Equality Impact Assessment already undertaken, issues identified
actioned.

Article 1 of Protocol 1 of the European Convention of Human
Rights provides that everyone is entitled to the peaceful enjoyment
of his possessions, except in the public interest and subject to the
conditions provided for by law.




Transformational

G EGaTREET Not applicable.

Leicestershire Constabulary, Leicestershire Fire and Rescue
Service, Trading Standards, Health and Safety, Environmental
Protection, Planning and members of the public/local businesses
by way of notice on the premises.

Consultees

Guidance issued under Section 182 of the Licensing Act 2003, the
Licensing Act 2003 - all available for reference at
www.culture.gov.uk and Statement of Licensing Policy -available
for reference at www.nwleics.gov.uk/licensing

Background papers

Recommendations THAT THE SUB-COMMITTEE DETERMINE THE APPLICATION.

1.0 Background

1.1 The premises currently have the benefit of a club premises certificate under the Licensing
Act 2003. A copy of the club premises certificate is attached as Appendix 1.

1.2 A map showing the location of the premises is attached as Appendix 2.

1.3 An application for a premises licence was received from Coalville Rugby Football Club on
24" February 2010. A copy of the application is attached as Appendix 3. The details of
the premises licence are detailed as follows.

Indoors and Outdoors, Live music, recorded music, performance of dance, anything
of a similar description falling within (e) (f) or {g) of the operating schedule,
provision of facilities for making music, for dancing, for entertainment of a similar
description to that falling within (I} or (j):

Sunday to Thursday 19:00hrs to 23:00hrs
Fridays 19:00hrs to 00:00hrs
Saturday 14.00hrs to 00:00hrs
New Years Eve 19:00hrs to 01:00hrs
Indoor and Qutdoors, Late night refreshment:

Friday & Saturdays 23:00hrs to 00:00hrs
New Years Eve 23:00hrs to 01:00hrs

Supply of alcohol for consumption on the premises:
Monday to Thursday 11:00hrs to 23.00hrs
Fridays, Saturday & Sunday 11:00hrs to 01:00hrs

Hours the premises are open to the Public:

Sunday to Thursday 09:00hrs to 23:00hrs
Friday & Saturday 09:00hrs to 01:00hrs
New Years Eve 09:00hrs to 01:00hrs



1.4

2.0

2.1
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2.3

2.4

The applicant has specified that the following steps will be taken to promote the licensing
Objectives:

General
o Work with the local authorities and residents in providing a safe environment for
the public.

o Ensure that a reliable person is on the premises at all times.

The prevention of crime and disorder
¢ Open to joining the local Pubwatch scheme.
e Ensure all present leave the premises peacefully and in a quiet manner by way of
public hotice.

Public safety
¢ Risk assessments carried out on a regular basis and recorded.

The prevention of public nuisance
o  Will not promote low cost alcohol.
e Entertainment will be kept at an acceptable noise level.
e A record of the monitored checks will be regularly taken.

The protection of children from harm
o Affiliation to an “Act 21" proof card scheme in operation.
e CCTV also in operation.

Representations

In respect of a new application, the applicant is responsible for advertising the application
by way of a notice in specified form at the premises for not less than 28 consecutive days
and in a local newspaper. The applicant placed notice in the Coalville Times on 26"
February 2010 and officers are satisfied that the correct notices have been displayed at
the premises.

No representations have haven received from interested parties living in the vicinity of the
premises.

The applicant is also required to serve each of the responsible authorities, namely, the
Police, Fire Authorities, Trading Standards Department and the District Council’s Health
and Safety, Environmental Protection and Planning Sections. Officers are satisfied that
the applicant has served all parties as required.

There have been two representations from the police authority on the grounds of
prevention of crime and disorder and public safety. Following discussions with the
applicant, it has been agreed that a condition shall be added to the premises licence to
ensure that CCTV is installed and maintained in accordance with the Information
Commissioners CCTV code of practice and that registered door staff shall be used at
events. A copy of the agreement is attached as Appendix 4 and this representation has
now been withdrawn. For member reference the CCTV code of practice is attached as
Appendix 5.
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3.0

3.1

4.0

4.1

5.0

5.1

The second representation made by the police was made in relation to a report from a
CCTV engineer in which he expresses his professional opinion that images relating to a
disturbance at the premises had been deliberately erased. This representation is to be
considered by members and a copy of this is attached as Appendix 6.

A representation was also received from Environmental Protection on the grounds of the
prevention of public nuisance however following discussions with the applicant, it has been
agreed that a condition shall be added to the premises licence which states that any
entertainment provided shall be inaudible past 23.00hrs and that records of noise
monitoring shall be kept. This representation has how been withdrawn and a copy of this
agreement is attached as Appendix 7.

Statutory Guidance

In making its decision, the Sub-Committee is obliged to have regard to Guidance issued
by the Secretary of State under Section 182 of the Licensing Act 2003. All Licensing
Committee members have been provided with a full copy of the guidance document.
Officers consider that paragraphs 2.1 to 2.18, 2.19, 2.26, 2.32 to 2.40, 8.16 to 8.21, 8.41
to 8.45,8.8510 894,93 & 9.4, 9.19 t0 9.28, 10.11 & 10.12 may have a bearing upon the
application.

Statement of Licensing Policy

The Sub-Committee is also obliged to have regard to its own Statement of Licensing
Policy. Officers consider that paragraphs 7.1 & 7.2, 8.1 to 84, 9.1 to 9.3, 12.2 & 12.3,
17.1 & 17.3 may have a bearing upon the application.

Observations

The Committee is obliged to determine this application with a view to promoting the
licensing objectives, which are:

the prevention of crime and disorder;
the prevention of public nuisance;
public safety;

the protection of children from harm.

The Committee may take such of the following steps, if any, as it considers necessary for
the promotion of the licensing objectives:

Grant the application as requested.
Modify the conditions of the licence, by altering or omitting or adding to them.
Reject the whole or part of the application.

There is a right of appeal to the Magistrates Court against the decision of the Sub-
Committee by the applicant, premises licence holder and persons who made relevant
representations.



o302 APPENDIX 1

NortBWes‘c
[ EICESTERSHIRE

DISTRIGT COULNCIL

Club Premises Certificate

NORTH WEST LEICESTERSHIRE DISTRICT COUNCIL

Club premises certificate number NWL30007

Club details

Name of club in whose name this certificate is granted and relevant postal address of
club

COALVILLE RUGBY FOOTBALL CLUB

Address

Memorial Ground
Hall Lane
Whitwick

Post town Post code
Leicestershire LE67 5PF

Telephone number

If different from above the postal address of club premises to which this certificate
relates, if any, or if none, ordnance survey map reference or description

Address

Post town | Post code

Telephone number

Where the club premises certificate is time limited the dates




Qualifying club activities authorised by the certificate

The supply of alcohol by or on behalf of a club, or to the order of, a member of the club for
consumption on the premises.

The sale by retail of alcohol by or on behalf of a club to a guest of a member of the club for
consumption on the premises.

The times the certificate authorises the carrying out of qualifying club activities

The supply of alcohol by or on behalf of a club, or to the order of, a member of the club for
consumption on the premises:

Monday to Saturday 11.00am to 11.00pm
Sunday 12 noon to 10.30pm
Good Friday 12 noon to 10.30pm

On Christmas Day, as provided by the rules of the club and
notified in writing by the Chairman or Secretary of the Club to
the Licensing Authority. The said hours shall:
1. not exceed six and a half hours;
2. not begin earlier than 12 noon;
3. not end later than 10.30pm,;
4. provide for a break of at least two hours, including 3pm
to 5pm;
5. not extend for more than three and a half hours after
Spm.

The sale by retail of alcohol by or on behalf of a club to a guest of a member of the club for
consumption on the premises: :

Monday to Saturday 11.00am to 11.00pm
Sunday 12 noon to 10.30pm
Good Friday 12 noon to 10.30pm

On Christmas Day, as provided by the rules of the club and
notified in writing by the Chairman or Secretary of the Club to
the Licensing Authority. The said hours shall:
6. not exceed six and a half hours;
7. not begin earlier than 12 noon;
8. not end later than 10.30pm,;
9. provide for a break of at least two hours, including 3pm
to 5pm,;
10. not extend for more than three and a half hours after
5pm.

| The opening hours of the club

Where the certificate authorises supplies of alcohol whether these are on and/or off
supplies

The supply of alcohol by or on behalf of a club, or to the order of, a member of the club for
consumption ON the premises only.




Annex 1 - Mandatory conditions

Permitted Hours

The permitted hours stated above do not prohibit:

a.

b.

C.

During the first twenty minutes after the above hours, the consumption of alcohol on
the premises;

During the first twenty minutes after the above hours, the taking of alcohol from the
premises, unless the alcohol is supplied or taken in an open vessel;

During the first thirty minutes after the above hours, the consumption of alcohol on
the premises by persons taking meals there if the alcohol was supplied ancillary to
the meals;

The supply to, or consumption by, any person of alcohol in any premises where they
are residing.




Annex 2 - Conditions consistent with the Club operating Schedule




Annex 3 - Conditions attached after a hearing by the licensing authority




Annex 4 - Plans




000Z:1 WO Hse MmMm-dry - 07 Jesoidxgdepy s.0dn) 1xS3 Buisn peonpoid

308 10N
: 0107 YOTEIN 9T

‘shuipaasosd 1m2 1o uopnaasold o) peal Aew pue JYBuAdos umorn sabuul uoanpoidal pasuoyineun
000z WBuAdoD umolD @ a9a1y0 AeuonElS S A)salRp JaH JO JBCNU0D AUl Jo uoissiuuad ay) yim dew Asaing aoueuplQ 8yl woy pranpoiday

s
Pl el _
: S
i
o wopsaioe o
<
. /
\ . EUS ]
5 AV
raly A %//
/¢ an
%
\ /1::36 Kby

/ \\\
\.\.\ Ao # P
T T T T
I e ,r#f,/,r:
L it
"
f T e—




APPENDIX 3

NorthWest
| EICESTERSHIRE

DISTRICT COUNGCIHL

SCHEDULE 2
Regulation 10

Application for a premises licence to be granted under the Licensing Act 2003

PLEASE READ THE FOLLOWING INSTRUCTIONS FIRST

Before completing this form please read the guidance notes at the end of the form. If you are
compieting this form by hand, please write legibly in block capitals. In all cases ensure that your
answers are inside the boxes and written in black ink. Use additional sheets if necessary. You
may wish to keep a copy of the completed form for your records.

(insert name(s) of applicant)
section 17 of the Licensing Act 2003 for the premises described in Part 1 below (the premises)
and liwe are making this application to you as the relevant licensing authority in accordance
with section 12 of the Licensing Act 2003

Part 1 — Premises details

Postal address of premises or, if none,/ordnance survey map reference or description
Coaive Rueny Voormau. Caass
M G CRVARS STRGAN D N\ As s

Ay
W TS e

Post town Post code .

BT 5 PF

hélesaTe

Telephone number at premises (if any) [

Non-domestic rateable value of premises | £ {7,006 |

Part 2 — Applicant details

Please state whether you are applying for a premises licence as
' Piease tick v YES

a) an individual or individuals* D please complete section {A)

b) a person other than an individual*

i. asalimited company O please complete section {B)
ii. as a partnership ] please complete section (B)
ii. as an unincorporated association or |] please complete section (B)

iv. other (for example a statutory corporation) D please comptete section (B)




) arecognised club K please complete section (B)
d) acharity D please complete section (B)
e} the proprietor of an educational establishment | please complete section (B)
f) a health service body | please complete section (B)

g) a person who is registered under Part 2 of the please complete section (B)
Care Standards Act 2000 (c14) in respect of an
independent hospital

h) the chief officer of police of a police force in D piease complete section (B)
England and Wales

* If you are applying as a person described in (a) or (b) please confirm:

Please tick v YES

+ [ am carrying on or proposing to carry on a business which invoives the use ]
of the premises for licensable activities; or

« | am making the application pursuant to a

e statutory function or I
» afunction discharged by virtue of Her Majesty’s prerogative D

(A)  INDIVIDUAL APPLICANTS (filt in as applicable)

me O mrsd missl] msd Other title {eg RBV)D

Surname First names

| am 18 years old or over D Please tick v YES

Current postal address if different from premises address

Post town Post code

Daytime contact telephone number E-mail address (optional)




SECOND INDIVIDUAL APPLICANT (IF APPLICABLE)

mrd  msOd missCd wms[d  oOthertitle (eg Revy

Surname First names

| am 18 years oid or over O Please tick v YES

Current postal address if different from premises address

Post town Post code

Daytime contact telephone number

E-mail address (optional)

(B) OTHER APPLICANTS

Please provide name and registered address of applicant in full. Where appropriate
please give any registered number. In the case of a partnership or other joint venture
(other than a body corporate), please give the name and address of each party
concerned

Name

C oanieds TAagsy Fartanie Cros

Address

AU L CRoww O
VALL e LI e
A CERTER REGT » OF

Registered number (where applicable)

Description of applicant (for example partnership, company, unincorporated association).

RAicoendiged 5005 Coud

Telephone number, {if any)

E mail address (optional)

Part 3 - Operating Schedule
Please tick ¥ YES

When do you want the premises licence to start? Day  Month Year
el [elalaloly [&]

If you wish the licence to be valid only for a limited period, Day  Month Year
when do you want it to end?
I




'f 5,000 or more people are expected to attend the premises at any one
time, please state the number expected to attend

Please give a general description of the premises (please read guidance note 1)
Eooals - C vy OnAioe hedacs
Poa Own frasr fioac Lartk)
v Lo /lfgnq& Aaca }{o({ \ : > e tgols Canr‘@x'}
Vo Aiwuest FoR O Saes fac ATV

FOWER e L Gaouap Faed) 15 Ontr U0

- ‘ | . .
Con Cunmcuws Wien Payiue SRy

Which licensable activities do you intend to carry on from the premises?
(Please see sections 1 and 14 of the Licensing Act 2003 and Schedule 1 and 2 to the Licensing

Act 2003)
Please tick v YES

Provision of regulated entertainment:

(a) plays (if ticking yes, fill in box A)

(b) films (if ticking yes, fill in box B)

{c) indoor sporting events (if ticking yes, fill in box C)

(d) boxing or wrestling entertainments (if ticking yes, fill in box D)
(&) live music (if ticking yes, fill in box E)

) recorded music (if ticking yes, fill in box F)

{g) performances of dance (if ticking yes, fill in box G)

KKEKE\EI\EI OO

(h)  anything of a similar description to that fallihg within (e), (f) or (g)
(if ticking yes, fill in box H)




Provision of entertainment facilities for:

{i) making music (optional, fill in box I)

i dancing (optional, fill in box J)

(k) entertainment of a similar description to that falling within (i) or (j)
{optional, fill in box K)

Provision of late night refreshment (optional, fill in box L)

Supply of alcohol (optional, fill in box M)

In all cases complete boxes N, O and P (optional)

& K, HER

A
Plays Will the performance of a play take place Indoors
Standard days and timings | Indoors or outdoors or both - please tick Qutdoors
{please read guidance note 6) ¥ (please read guidance note 2) Both
Day | Start Finish Please give further details here (please read guidance note 3)
Mon
Tue
Wed State any seasonal variations for performing plays
{please read guidance note 4}
Thur
Fri Non standard timings. Where you intend to use the premises
for the performance of piays at different times from those listed
Sat in the column on the left, please list (please read guidance note 5)
Sun




3

Films

Will the exhibition of films take place indoors or | Indoors

Standard days and timings | cwtdoors or both — please tick Qutdoors
(please read guidance note 1) ¥ (please read guidance note 2) Both
Day | Start Finish Please give further details here (please read guidance note 3)
Mon
Tue
Wed State any seasonal variations for exhibition of films
(please read guidance note 4)
Thur
Fri Non standard timings. Where you intend to use the premises
for the exhibition of films at different times from those listed
Sat in the column on the left, please list {please read guidance note 5)
Sun
C

Indoor sporting events

Standard days and fimings
{please read guidance note 6)

Please give further details here (please read guidance note 3}

Day Start Finish

Maon

Tue State any seasonal variations for indoor sporting events
(please read guidance note 4)

Wed

Thur Non standard timings. Where you intend to use the premises
for indoor sporting events at different times from those listed

Fri in the column on the left, please list (please read guidance note 5)

Sat

Sun




J

Boxing or wrestling
entertainments

Standard days and timings
{please read guidance note 1)

Will the boxing or wrestling entertainment take indoors

place indoors or outdoors or both — please tick | Outdoors

v {please read guidance note 2) Both

Please give further details here {please read guidance note 3)

Day | Start Finish

Mon

Tue

Wed State any seasonal variations for boxing or wrestling
entertainment (please read guidance note 4)

Thur

Fri Non standard timings. Where you intend to use the premises
for boxing or wrestling entertainment at different times to

Sat those listed in the column on the left, please list
{please read guidance note 5)

Sun

E

Live music Will the performance of live music take place Indoors

Standard days and timings | indoors or outdoors or both — please tick Cutdoors

{please read guidance note 6) v (please read guidance note 2) Both 1,

Day | Start Finish Please give further details here (please read guidance note 3)

Mon | v4 pe |45 po

Tue |\ po AL g0

Mue vApgic, Wred Due Rz fAmPag e
WIEW fade Music \s Rimuncd

Wed |\¢ oo | 2% 00

Thur |y 0@ |33 00

State any seasonal variations for the performance of live music
{please read guidance note 4)

Fri |\a-p@ |00 00

Sat |lue- 00 |00 0D

Sun & DO |2t o&

Non standard fimings. Where you intend tc use the premises
for the performance of live music at different times to those
listed in the column on the left, please list (please read guidance note 5)

Nk ~Jerrs £oe \q 0b 42 O-C0




F

Recorded music Will the playing of recorded music take place Indoors
Standard days and timings | indoors or ocutdoors or both —~ please tick Qutdoors
{please read guidance note 6) ¥ (please read guidance note 2} Both \/

Pay | Start Finish Please give further details here (please read guidance note 3)
Mon | \*A-00 122 ¢ | RECLROLD WA Larcn Lo T B (e ac ©
Tue [\ 00 (A5 oo | Do OR Diowep O
Wed | v pe | A3 - 032 | State any seasonal variations for playing recorded music
i {please read guidance note 4)
Thur | v8 00 |54 a0
Fri_ ¥ 00 |00-go | Non standard timings. Where you intend to use the premises
for the playing of recorded music entertainment at different times
Sat _\g-on € - | to those listed in the column on the left, please list
(please read guidance note 5)
Sun |y oo |4 O . , = 3 - . ~
1% 00 A5 O NG w \/:;.’l’-\ﬂ:fiv e \ 400 Oy-00
G

Performance of dance

Standard days and timings
(please read guidance note 6)

Will the performance of dance take place Indoors
indoors or outdoors or both — please tick Qutdoors i
v’ (please read guidance note 2) Both v

Day | Start Finish Please give further details here (please read guidance note 3)
Mon |wA - 9D [Q3-00 ’) Adernss To o e Recoroeo Mus i,
Tue WA Do 25 00 | An@dduerd Adfuyad Ao Souon SOyerrem
Wed A - 00 |71 .00 State any seasonal variations for the performance of dance
(please read guidance note 4)
Thur |\A - P | 2100
Fri ¥ -O0 | o - ot | Non standard timings. Where you intend to use the premises
for the performance of dance entertainment at different times to
Sat |14 00 | oo o | those listed in the column on the left, please list
{please read guidance note 5)




Anything of a similar
description to that
falling within (e), {f), or

(9)

Standard days and timings
lease read guidance note 6)

Please give a description of the type of entertainment that you will
be providing

Will this entertainment take place indoors or Indoors
Day | Start Finish outdoors or both — please tick Qutdoors
¥ (please read guidance note 2} Both 1.
Flease give further details here (please read guidance note 3)
Mon [ \H.co [ A3 ce | Vaco@eoe TF Oawic wie- A ANCAGS ot Ee
Tue \_oc |23 00 WNecoroen Ameaeien pAusie
Wed |11 <€ | A3 -0L> | State any seasonal variations for entertainment of a similar
description to that falling within {e), (f) or {g)
Thur \*\ & |3 o0 | (please read guidance note 4)
Fri_ |\w© . £ | oo oo | Non standard timings. Where you intend to use the premises
for entertainment of a similar description to that falling within (e), (f)
Sat Vit - 00 | 0O € | or (g) at different times from those listed in the column
on the left, please list (please read guidance note 5)
Sun A 0w IO | wJeld vaans Gue \H 001 O\ e

Provision of facilities for
making music
Standard days and timings
(please read guidance note 6)

Please give a description of the facilities for making music that you
will be providing

Will this entertainment take place indoors or Indoors

Day | Start Finish outdoors or both — please tick Qutdoors
v (please read guidance note 2) Both Vi
Please give further details here (please read guidance note 3)

Mon \VAER [ 9 o | Qnaoowmow OF o And (e Giep

Tue \aA.po | 12007 WS L Q\.t'}% {:)'\fti RQQ‘DP\Q&Q H‘MQ‘\.\(&,&D

' ~ , Moo

Wed |\ .cz |1 9.0 | State any seasonal variations for the provision of facilities for
making music (please read guidance note 4)

Thur |\ 0¢ |41 -0

Fri VA0 | 0 GO | Non standard timings. ‘Where you intend to use the premises
for the provision of facilities for making music entertainment at

Sat |\w 00 |00 e | different times from those listed in the column on the left, please
list (please read guidance note 5)

Sun 400 |13 oo

' - B
—~ \/éf-\ﬂ"f’j Loe \G 00U 1 O -0




Provision of facilities for
dancing
Standard days and timings
{please read guidance note 6)

Will the facilities for dancing be indoors or Indoors
outdoors or both — please tick v Qutdoors

/]
(please read guidance note 2) Both Vi

Day | Start Finish Please give a description of the type of facilities for dancing that
Mon | \A -00 |34 S0 | you will be providing P U T
' YABCTE i}' e (AR (AdeoRoeD /f%mﬁ
Tue [\ -O¢> |15 DO AT J- » .
A0 D00 1 Grysrrm Avar \o A MeuFieg
Wed 1 22 |5 00 | State any seasonal variations for providing dancing
facilities (please read guidance note 4)
Thur |\ g0 |AL oo
Fri |\A 00 | Og -ce | Non standard timings. Where you intend to use the premises
for the provision of facilities for dancing at different times to those
Sat {400 |o-pi> | listed in the column on the left, please list
(please read guidance note 5)
Sun h4 -0d |23 oo fOEW MERAS K0\ D DT O\-E0
K

Provision of facilities for
entertainment of a
similar description to
that falling within J or K

Standard days and timings
(please read guidance note 6)

Please give a description of the type of entertainment facility you
will be providing

Pand oo O F AMPuAEo vk DR Ruanoco
loouwsy Hystem pugic

Will the entertainment facility be indoors or Indoors
Day | Start Finish outdoors or both — please tick Qutdoors 7
¥ (please read guidance note 2) Both
Please give further details here (please read guidance note 3)
Mon |\oA. 00 |41 oo
Tue \A. 0D |13 20
Wed V4 00 |43 0O | State any seasonal variations for the provision of facilities for
entertainment of a similar description to that falling within (j) or (k)
Thur [\¢4 DT |43 0 | (please read guidance note 4)
Fri_ [\ -0 |©OC-20 | Non standard timings. Where you intend to use the premises
for the provision of facilities for entertainment of a similar
Sat |4 CD | OD-02 | description to that falling within (j) or (k) at different times
to those listed in the column on the left, please list
Sun v oo 4200 (please read guidance note 5)

O o/ BARG e\ 06 1 U)ol




L

Late night refreshment Wil the provision of late night refreshment take | indoors
Standard days and timings | place indoors or outdoors or both — please Qutdoors .
(please read guidance note 6) tick v {please read guidance note 2) Both 7
Day | Start Finish Please give further details here (please read guidance note 3)
Mon [V ¢ 2500 4 i Y .
I [ Vioa P ADAS e D Wet Ao Cow
Tue |ng o5 [A% v (;Qoo A0 y/k_vil‘t'(
Wed (09 -©o |3 «< | State any seasonal variations for the provision of late night
refreshment (please see guidance note 4)
Thur [ o |AG @
Fri |4 oo |oo oC | Non standard timings. Where you intend to use the premises for
the provision of late night entertainment at different times to
Sat |01 20 |00 <Y | those listed in the column on the left, please list
(please read guidance note 5)
Sun |1 C A5 oo . ; . p—
Lo 2507 1 Gy {ea Bos DA 50 10 0100
M
Supply of aicohol Will the sale of alcohol be for consumption | On the premises [y

Standard days and timings
(please read guidance note 6)

please tick box v (please read guidance note 7) | Off the premises

Both

Day | Start Finish State any seasonal variations for the supply of alcohol
Mon |w-pD |20 {please read guidance note 4) ‘
| Tue 1\ -00T < P
Wed W\ D0 |A%-po
Thur [\\: DT |35 Do | Non standard timings. Where you intend to use the premises for
the supply of alcohal at different times from those listed in the
Fri \V OT ol -op | column on the left, please list (please read guidance note 5)
Sat | {-Cc Oy oo
Sun [\ v |pon-20O




State the name and defails of the individual whom you wish to specify on the licence as
remises supervisor

Name .............. 6{"—:\7\”\{2“}@““"“’ ..........................................................................
Address ... 3% nCeAcers Asdwas
.............................. GO INENCEDTEXL e
Postcode .............. j’\“jbvf ....... *““\3”‘3 ......................................................................................
Personal Licence number (if known) ....... AT \075& ..................................................
Issuing Licensing Authority (if known) i QQ\KHVJQ@{A 42\41.,571';{3‘\47@{ VR
N

Please highlight any adult entertainment services, activities, or other entertainment or matters

ancillary to the use of the premises that may give rise to concern in respect of children (please see
guidance note 8)

./f»\ ERE (1A oo "{?/ ‘L s DHTAR A ﬂitf'ﬁ’téﬂ\ﬁ:fs
- -"/ - P R
A cae Ate (e Gamws PAacimes AT e Thames

O

Hours premises are State any seasonal variation ({please read guidance note 4)
open to the public

Standard timings (please
read guidance note 6)

Day Start Finigh

Mon [OA Do |44 oo

Tue DGO |2%5-80

Wed | 04-00 [AS 00O

Non standard timings. Where you intend to use the premises to be

Thur |54 g2 (2500 | open to the public at different times from those listed in the column

on the left, please list (please read guidance note 5)

Fri_ oA 00 Oy 00

Sat_lpa:09 10V 92 | \\yasvfeans EoE 040010 Oy 20
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=3
Describe the steps you intend to take to promote the four licensing objectives:

(a) General — all four ticensing objectives (b, ¢, d, e) (please read guidance note 9)
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(b) The prevention of crime and disorder
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(c) Pubiic safety
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{d) The prevention of public nuisance
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(e) The protection of children from harm
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Please tick v YES

¢ | have made or enclosed payment of the fee D

| have enclosed the plan of the premises |

I 'have sent copies of this application and the plan to responsible authorities and ]

others where applicable

¢ | have enclosed the consent form completed by the individual | wish to be premises
supervisor, if applicable

e | understand that | must now advertise my application ]

| understand that if | do not comply with the above requirements my application will ]
be rejected

IT IS AN OFFENCE, LIABLE ON CONVICTION TO A FINE UP TO LEVEL 5 OF THE
STANDARD SCALE, UNDER SECTION 158 OF THE LICENSING ACT 2003 TO MAKE A
FALSE STATEMENT IN OR IN CONNECTION WITH THIS APPLICATION.

Part 4 — Signatures (please read guidance note 10)

Signature of applicant or applicant’s solicitor or other duly authorised agent. (See
guidance note 11). If signing on behalf of the applicant please state in what capacity.

Signature /( \-~ e

e / -~ e i i
T AT Vetluany dove
Capacity ...............3\&> QecRetany Coaconwa: R

For joint applications signature of 2" applicant or 2" applicant’s solicitor or other
authorised agent. (Please read guidance note 12). If signing on behalf of the applicant
please state in what capacity.

SIGNAIUNE L. e

Contact name (where not previously given) and postal address for correspondence associated
with this application (please read guidance note 13)
& P ST

50 PAYUROA LE
W3S Ted s

Post town Post code

Levcestin, AELT 35w

Telephone number (if any)

If you would prefer us to correspond with you by e-mail your e-mai! address (optional)




APPENDIX 4

4

b
North West
LEICESTERSHIRE

DISTRIC COUNCIL

Licensing Act 2003
COALVILLE RUGBY FOOTBALL CLUB, MEMORIAL GROUND,
HALL LANE, WHITWICK, COALVILLE, LEICS, LE67 5PF

To:  Licensing Authority Office Date: 24" March 2010
Dear Sir/Madam

| write in my capacity as the applicant in relation to the above matter.

'Further to correspondence from Sgt Sean Moore from Leicestershire Constabulary |

would like to include the following conditions on my premises licence and amend my
schedule to read the following:

;

|
|

[ Conditions / Amendment to Operating Schedule

1. The Licence holder will ensure that CCTV is installed following advice from
the Leicestershire Constabulary Crime Reduction Officer and maintained in
accordance with the Information Commissioner’s CCTV Code of Practice.

2. The Licensee will employ sufficient registered door staff to deal with any likely
contingency.

Please accept this notice as formal request to amend the application/operating
schedule in accordance with the above. Furthermore, | confirm that | do not
consider a hearing to be necessary.
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APPENDIX 5 DataProtection

CCTV code of practice

Revised edition 2008

=
Promoting publio aopess to offiolal Information

and protecting your personal information EErTeRtien Demsisnerere O







1. Foreword

CCTV surveillance has become a common feature of our daily lives. We are caught on numerous
CCTV cameras as we move around our towns and cities, visit shops and offices, and travel on
the road and other parts of the public transport network. Whilst the use of CCTV continues to
enjoy general public support, it necessarily involves intrusion into the lives of ordinary individuals
as they go about their day to day business. Our research has shown that the public expect it to
be used responsibly with effective safeguards in place. Maintaining public trust and confidence in
its use is essential if its benefits are to be realised and its use is not to become increasingly
viewed with suspicion as part of a surveillance society.

This code of practice replaces one first issued in 2000. Since then there have been advances in
the way CCTV is used, the technology employed and the wider legal environment in which it
operates. There have also been developments which may help achieve more privacy friendly
ways of using CCTV. This revised code builds upon the previous guidance reflecting these
changes and the lessons learnt of how it is used in practice. During the production of the code
discussions have taken place with organisations that use CCTV and a public consultation
exercise undertaken which generated many valuable comments.

However, the objective of this code remains the same: helping ensure that good practice
standards are adopted by those who operate CCTV. If they follow its provisions this not only
helps them remain within the law but fosters public confidence by demonstrating that they take
their responsibilities seriously.

o

Richard Thomas
Information Commissioner




2. About this code

This code provides good practice advice for those
involved in operating CCTV and other devices which view

or record images of individuals. It also covers other
information derived from those images that relates to
individuals (for example vehicle registration marks). This

code uses the terms "CCTV and ‘images’ throughout for ease of reference. Information held by
organisations that is about individuals is covered by the Data Protection Act 1998 (DPA) and the
guidance in this code will help operators comply with their legal obligations under the DPA.

The DPA not only creates obligations for organisations, it also gives individuals rights, such as the
right to gain access to their details and to claim compensation when they suffer damage.

The basic legal requirement is to comply with the DPA itself. This code sets out the Information
Commissioner’s recommendations on how the legal requirements of the DPA can be met.
Organisations may use alternative methods to meet these requirements, but if they do nothing
then they risk breaking the law.

The recommendations in this code are all based on the legally enforceable data protection

principles (Appendix 1) that lie at the heart of the DPA and they have been set out to follow the
lifecycle and practical operation of CCTV. Each section of the code poses questions that must be
positively addressed to help ensure that the good practice recommendations are being achieved.

Following the recommendations in this code will

®  help ensure that those capturing images of individuals comply with the DPA;
m  mean that the images that are captured are usable; and

m  reassure those whose images are being captured.

This code replaces the earlier code of practice issued by the Information Commissioner’s Office
(ICO)Y in 2000 (reprinted in 2001) and the supplementary guidance for small users. It takes
account of the technical, operational and legal changes that have taken place since the original
code was drawn up.

CCTV operators and practitioners have been involved in its production and we have taken into
account their experiences of using the previous code of practice. It also builds upon research the
ICO has commissioned into public attitudes to surveillance technologies and research on
'surveillance society’ issues more generally.



3. What this code covers

This code covers the use of CCTV and other systems which
capture images of identifiable individuals or information relating
to individuals for any of the following purposes:

B Seeing what an individual is doing, for example monitoring
themn in a shop or walking down the street.

B Potentially taking some action in relation to an individual, for example handing the images
over to the police to investigate a crime.

m  Using the images of an individual in some way that will affect their privacy, for example
passing images on to a TV company.

Most CCTV is directed at viewing and/or recording the activities of individuals. This means that
most uses of CCTV by organisations or businesses will be covered by the Data Protection Act
(DPA) and the provisions of this code, regardless of the size of the system. This replaces our
previous guidance on when a CCTV system has to comply with the DPA.

The use of cameras for limited household purposes is exempt from the DPA. This applies where an
individual uses CCTV to protect their home from burglary, even if the camera overlooks the street
or other areas near their home. Images captured for recreational purposes, such as with a mobile
phone, digital camera or camcorder, are also exempt.

Example: If you make a video of your child in a nativity play for your own family use,
this is not covered by data protection law.

This code is primarily aimed at businesses and organisations who routinely capture images of individuals
on their CCTV equipment. Some specific uses of image recording equipment are not intended to be
covered in this code, although they may still be covered by the requirements of the DPA.

B The covert surveillance activities of the law enforcement community are not covered here
because they are governed by the Regulation of Investigatory Powers Act (RIPA) 2000 and
Regulation of Investigatory Powers (Scotland) Act (RIPSA) 2000.

B Theuseof conventional cameras {not CCTV) by the news media or for artistic purposes
such as for film making are not covered by this code as they are subject to special treatment
in the DPA. This code does apply to the passing on of CCTV images to the media.

Not all sections of the code will be fully relevant to all CCTV systems; this will depend upon the
extent and use of the images. Although small-scale users (such as small retailers) are covered by
the DPA, they are unlikely to have sophisticated systems, so many of this code’s provisions are
inappropriate. Appendix 2 provides special guidance, as an alternative to the full code, for very
limited use of CCTV where privacy risks are small and resources are limited. If you are a small user,
but you wish to use your CCTV systemn for any purpose which is not covered in the checklist, you
should read the full code. Appendix 3 is for employers who may use CCTV to monitor their workers.

Note: The DPA applies to images captured by CCTV. This code does not cover the use of dummy
or non-operational cameras.




4. Deciding whether to use CCTV or continue
using CCTV

Using CCTV can be privacy intrusive, as it is capable of putting a lot of law-abiding people under
surveillance and recording their movements as they go about their day to day activities. You
should carefully consider whether to use it; the fact that it is possible, affordable or has public
support should not be the primary motivating factor. You should take into account what benefits
can be gained, whether better sclutions exist, and what effect it may have cn individuals.

Example: Cars in a car park are frequently damaged and broken in to at night.
Consider whether improved lighting would reduce the problem more effectively
than CCTV.

You should consider these matters objectively as part of an assessment of the scheme’s impact
on people’s privacy. This does not have to be an extensive or time-consuming process in all
cases. The extent of assessment necessary will depend an the size of the proposed scheme and
the level of impact it is likely to have on people’s privacy’.

You should use the results of the impact assessment to determine whether CCTV is justified in
all the circumstances and if so how it should be operated in practice.

The things to cover in any impact assessment include:

B What organisation will be using the CCTV images? Who will take legal responsibility under
the Data Protection Act (DPA)??

B Whatis the organisation’s purpose for using CCTV? What are the problems it is meant to
address?

B What are the benefits to be gained from its use?

m  Can CCTV technology realistically deliver these benefits? Can less privacy-intrusive
solutions, such as improved lighting, achieve the same objectives?

m Do you need images of identifiable individuals, or could the scheme use other images not
capable of identifying the individual?

B Will the particular equipment/system of work being considered deliver the desired benefits
now and remain suitable in the future?

B What future demands may arise for wider use of images and how will you address these?
B What are the views of those who will be under surveillance?

B What could you do to minimise intrusion for those that may be monitored, particularly if
specific concerns have been expressed?

If you are establishing a large system, or considering a use of CCTV which could give rise to significant privacy
concerns, you may wish to consider using the ICO’s Privacy impact assessment handbook.

If CCTV is used by a business ar organisation, then it is the body that is legally responsible under the DPA (the “data
controller”), not an individual member of staff,



Where the systemn will be operated by or on behalf of a public authority, the authority will also
need to consider wider human rights issues and in particular the implications of the European

Convention on Human Rights, Article 8 (the right to respect for private and family life). This will
include:

m s the proposed system established on a proper legal basis and operated in accordance with
the law?

B s it necessary to address a pressing need, such as public safety, crime prevention or
national security?

B s it justified in the circumstances?

B s it proportionate to the problem that it is designed to deal with?

If this is not the case then it would not be appropriate to use CCTV.




5. Ensuring effective administration

Establishing a clear basis for the handling of any perseonal information is essential and the handling
of images relating to individuals is no different. It is important to establish who has responsibility
for the control of the images, for example, deciding what is to be recorded, how the images should
be used and to whom they may be disclosed. The body which makes these decisions is called the
data controller and is legally responsible for compliance with the Data Protection Act (DPA).

Where more than one arganisation is involved, each should know its responsibilities and
obligations. If both make decisions about the purposes and operation of the scheme, then both
are responsible under the DPA. This may be the case, for example, where the police have a ‘live
feed’ from a local autherity-owned camera.

m  Who has responsibility for control of the images and making decisions on how these can be
used? If more than one body is involved have responsibilities been agreed and does each
know its responsibilities?

B Has the body (or have the bodies) responsible notified the Information Commissioner's
Office (ICO) that they are the data controller? Does the notification cover the purposes for
which the images are used, the disclosures that are made and other relevant details?*

m |If someone outside your organisation provides you with any processing services, for
example editing the images, is a written contract in place with clearly defined
responsibilities? This should ensure that the images are only processed in accordance with
your instructions. The contract should also include guarantees about security, such as
storage and the use of properly trained staff.

You will also need clear procedures to determine how you use the system in practice.

m  Have you identified clearly defined and specific purposes for the use of images, and have
these been communicated to those who operate the system?

m  Are there clearly documented procedures, based on this code, for how the images should
be handled in practice? This could include guidance on disclosures and how to keep a
record of these. Have these been given to appropriate people?

B Has responsibility for ensuring that procedures are followed been allocated to an
appropriate named individual? They should ensure that standards are set, procedures are
put in place to meet these standards and they should make sure the system complies with
this code and with legal obligations such as an individual's right of access.

m  Are proactive checks or audits carried out on a regular basis to ensure that procedures are
being complied with? This can be done either by you as the system operator or a third party.

You should review regularly whether the use of CCTV continues to be justified. You will have to
renew your notification yearly, so this would be an appropriate time to consider the ongoing use
of CCTV.

Please be aware that notification to the Commissioner does not in itself ensure that the system is compliant.
You will still need to comply with the data protection principles (see appendix 1). Not all organisations need to
notify. Current notification requirements can be found at
www.ico.gov.uk/what_we_cover/data_protection/notification.aspx



6. Selecting and siting the cameras

Any CCTV images must be adequate for the purpose for which you are collecting them. It is essential
that you choose camera equipment and locations which achieve the purpases for which you are
using CCTV. Both permanent and movable cameras should be sited and image capture restricted to
ensure that they do not view areas that are not of interest and are not intended to be the subject of
surveillance, such as individuals’ private property. The cameras must be sited and the system must
have the necessary technical specification to ensure that images are of the appropriate quality.

Example: Check that a fixed camera positioned in winter will not be obscured by the
growth of spring and summer foliage.

B Have you carefully chosen the camera location to minimise viewing spaces that are not of
relevance to the purposes for which you are using CCTV?

m  Where CCTV has been installed to deal with a specific problem, have you considered setting
the system up so it only records at the time when the problem usually occurs? Alternatively,
have you considered other privacy-friendly ways of processing images? For example, some
systems only record events that are likely to cause concern, such as movement into a
defined area. This can also save on storage capacity.

m Wil the cameras be sited to ensure that they can produce images of the right quality, taking
into account their technical capabilities and the environment in which they are placed?

B s the camera suitable for the location, bearing in mind the light levels and the size of the
area to be viewed by each camera?

m  Are the cameras sited so that they are secure and protected from vandalism?

m  Will the system produce images of sufficient size, resclution and frames per second?

In areas where people have a heightened expectation of privacy, such as changing reoms or toilet
areas, cameras should only be used in the most exceptional circumstances where it is necessary
to deal with very serious concerns. In these cases, you should make extra effort to ensure that
those under surveillance are aware®.

To judge the quality of images that will be necessary, you will need to take into account the purpose
for which CCTV is used and the level of quality that will be necessary to achieve the purpose. The
Home Office Scientific Development Branch® recommends identifying the needs of a CCTV system
by using four categories:

B Monitoring: to watch the flow of traffic or the movement of people where you do not need
to pick out individual figures.

Detecting: to detect the presence of a person in the image, without needing to see their face.
Recognising: to recognise somebady you know, or determine that semebody is not known to you.
Identifying: to record high quality facial images which can be used in court to prove

someone’s identity beyond reasonable doubt.

Their guidance gives more detail on the quality of images needed for each of these purposes, and
should be consulted when choosing equipment.

4 The use of signs is included in the section on Responsibilities

5 cav Operational Requirements Manual (vO.4 55/06}, available from httpy//scienceandresearchhomeoffice govuk/hosdb




7. Using the equipment

It is important that a CCTV system produces images that are of a suitable quality for the purpose
for which the system was installed. If identification is necessary, then poor quality images which
do not help to identify individuals may undermine the purpose for installing the system.

m Do the recorded pictures and prints as well as the live screens produce good clear pictures?
This is important to ensure that there has not been an unacceptable loss of detail during
the recording process.

®  Have you considered the compression settings for recording material? In a digital system, a
high level of compression will result in poorer picture quality on playback.

m  Have you set up the recording medium in such a way that images cannot be inadvertently
corrupted?

m Isthere aregular check that the date and time stamp recorded on the images is accurate?

® |If automatic facial recognition technology is being used, are the cameras placed so that
facial images are clearly captured? Are the results of any match checked by people before
any action is taken?

B Has a regular maintenance regime been set up to ensure that the system continues to
produce high quality images?

m [If awireless transmission system is used, are sufficient safeguards in place to protect it
from being intercepted?

CCTV must not be used to record conversations between members of the public as this is highly
intrusive and unlikely to be justified. You should choose a system without this facility if possible.
If your system comes equipped with a sound recording facility then you should turn this off or
disable it in some other way.

There are limited circumstances in which audio recording may be justified, subject to sufficient
safeguards. These could include:

m  Audio based alert systems (such as those triggered by changes in noise patterns such as
sudden shouting). Conversations must not be recorded, and operators should not listen in.

m  Two-way audio feeds from ‘help points’ covered by CCTV cameras, where these are
activated by the person requiring assistance.

m  Conversations between staff and particular individuals where a reliable record is needed of
what was said, such as in the charging area of a police custody suite®.

m  Where recording is triggered due to a specific threat, e.g. a ‘panic button’ in a taxi cab.

In the limited circumstances where audio recording is justified, signs must make it very clear that
audio recording is being or may be carried out.

& Police use of body-worn video devices (headcams) is covered by the Home Office guidelines, "Guidance for the

police use of body-worn video devices”, produced in consultation with the ICO. See the Home Office police
publications page, http://police.homeoffice.gov.uk/news-and-publications/



The use of audio to broadcast messages to those under surveillance should be restricted to

messages directly related to the purpose for which the system was established.

If there is an audio monitoring or recording capability has this been disabled?

If an audio based alert system is being used are measures in place to prevent conversations
being monitored or recorded?

If there are audio communications with help points, are these initiated by those requiring
assistance?

If a message broadcast facility is used, are the messages limited to those consistent with
the original purpose for establishing the system?




8. Looking after the recorded material and using
the images

8.1 Storing and viewing the images

Recorded material should be stored in a way that maintains the integrity of the image. This is to
ensure that the rights of individuals recorded by the CCTV system are protected and that the
material can be used as evidence in court. To do this you need to carefully choose the medium
on which the images are stored, and then ensure that access is restricted. You may wish to keep
a record of how the images are handled if they are likely to be used as evidence in court. Finally,
once there is no reason to retain the recorded images, they should be deleted. Exactly when you
decide to do this will depend on the purpose for using CCTV.

Many modern CCTV systems rely on digital recording technology and these new methods
present their own problems. With video tapes it was very easy to remove a tape and give it to
the law enforcement agencies such as the police for use as part of an investigation. It is
important that your images can be used by appropriate law enforcement agencies if this is
envisaged. If they cannot, this may undermine the purpose for undertaking CCTV surveillance.

B How easy is it to take copies of a recording off your system when asked for by a law
enforcement agency? Can this be done without interrupting the operation of the system?

m Wil they find your recorded images straightforward to use?
m  What will you do when recorded material needs to be taken away for further examination?

Viewing of live images on monitors should usually be restricted to the operator unless the
monitor displays a scene which is also in plain sight from the monitor location.

Example: Customers in a bank can see themselves on a monitor screen. This is
acceptable as they cannot see anything on the screen which they could not see by
looking around them. The only customers who can see the monitor are those who
are also shown on it.

Example: Monitors in a hotel reception area show guests in the corridors and lifts,
i.e. out of sight of the reception area. They should be turned so that they are only
visible to staff, and members of the public should not be allowed access to the area
where staff can view them.

Recorded images should also be viewed in a restricted area, such as a designated secure office.
The monitoring or viewing of images from areas where an individual would have an expectation
of privacy should be restricted to authorised persons.

B Are your monitors correctly sited taking into account the images that are displayed?
® s your monitor viewing area appropriate and secure?

B Where necessary is access limited to authorised pecple?



8.2 Disclosure

Disclosure of images from the CCTV system must also be controlled and consistent with the
purpose for which the system was established. For example, if the system is established to help
prevent and detect crime it will be appropriate to disclose images to law enforcement agencies
where a crime needs to be investigated, but it would not be appropriate to disclose images of
identifiable individuals to the media for entertainment purpeses or place them on the internet.
Images can be released to the media for identification purposes; this should not generally be
done by anyone other than a law enforcement agency.

NOTE: Even if a system was not established to prevent and detect crime, it would still be
acceptable to disclose images to law enforcement agencies if failure to do so would be likely to
prejudice the prevention and detecticn of crime.

Any other requests for images should be approached with care, as a wide disclosure of these
may be unfair to the individuals concerned. In some limited circumstances it may be appropriate
to release images to a third party, where their needs outweigh those of the individuals whose
images are recorded.

Example: A member of the public requests CCTV footage of a car park, which
shows their car being damaged. They say they need it so that they or their
insurance company can take legal action. You should consider whether their request
is genuine and whether there is any risk to the safety of other people involved.

B Are arrangements in place to restrict disclosure of images in a way consistent with the
purpose for establishing the system?

m Do those that may handle requests for disclosure have clear guidance on the
circumstances in which it is appropriate to make a disclosure and when it is not?

B Do you record the date of the disclosure along with details of who the images have been
provided to (the name of the person and the organisation they represent) and why they are
required?

Judgements about disclosure should be made by the organisation operating the CCTV system.
They have discretion to refuse any request for information unless there is an overriding legal
obligation such as a court order or information access rights’. Once you have disclosed an image
to another body, such as the police, then they become the data controller for their copy of that
image. It is their responsibility to comply with the Data Protection Act (DPA) in relation to any
further disclosures.

The method of disclosing images should be secure to ensure they are only seen by the intended
recipient.

7 More information on subject access and freedom of information requests can be found in section 9.




8.3 Retention

The DPA does not prescribe any specific minimum or maximum retention periods which apply to
all systems or footage. Rather, retention should reflect the organisation’s own purposes for
recording images.

You should not keep images for longer than strictly necessary to meet your own purposes for
recording them. On occasion, you may need to retain images for a longer period, where a law
enforcement body is investigating a crime, to give them opportunity to view the images as part
of an active investigation.

Example: A system installed to prevent fraud being carried out at an ATM may need
to retain images for several weeks, since a suspicious transaction may not come to
light until the victim gets a bank statement.

Example: Images from a town centre system may need to be retained for enough
time to allow crimes to come to light, for example, a month. The exact period
should be the shortest possible, based on your own experience.

Example: A small system in a pub may only need to retain images for a shorter
period of time because incidents will come to light very quickly. However, if a crime
has been reported to the police, you should retain the images until the police have
time to collect them.

m  Have you decided on the shortest period that you need to retain the images, based upon
your own purpose for recording the images?

m s your image retention policy documented and understood by those who operate the
system?

B Are measures in place to ensure the permanent deletion of images through secure methods
at the end of this period?

B Do you undertake systematic checks to ensure that the retention period is being complied
with in practice?



9. Responsibilities

9.1 Letting people know

You must let people know that they are in an area where
CCTV surveillance is being carried out.

The most effective way of doing this is by using

prominently placed signs at the entrance to the CCTV zone and reinforcing this with further
signs inside the area. This message can also be backed up with an audio announcement, where
public announcements are already used, such as in a station.

Clear and prominent signs are particularly important where the cameras themselves are very
discreet, or in locations where people might not expect to be under surveillance. As a general
rule, signs should be more prominent and frequent where it would otherwise be less obvious to
people that they are on CCTV.

In the exceptional circumstance that audio recording is being used, this should be stated
explicitly and prominently.

Signs should:
m  Dbeclearly visible and readable;

®m  contain details of the organisation operating the system, the purpose for using CCTV and
who to contact about the scheme (where these things are not obvious to those being
monitored); and

m  be an appropriate size depending on context, for example, whether they are viewed by
pedestrians or car drivers.

Signs do not need to say who is operating the system if this is obvious. If CCTV is installed
within a shop, for example, it will be obvious that the shop is responsible. All staff should know
what to do or who to contact if a member of the public makes an enquiry about the CCTV
system. Systems in public spaces and shopping centres should have signs giving the name and
contact details of the company, organisation or authority responsible.

Example: “Images are being monitored and recorded for the purposes of crime
prevention and public safety. This scheme is controlled by Greentown Borough
Council. For more information, call 01234 5678920.”

m Do you have signs in place informing people that CCTV is in operation?

m Do your signs convey the appropriate information?

9.2 Subject access requests

Individuals whose images are recorded have a right to view the images of themselves and,
unless they agree otherwise, to be provided with a copy of the images. This must be provided
within 40 calendar days of receiving a request. You may charge a fee of up to £10 (this is the




current statutory maximum set by Parliament). Those who request access must provide you
with details which allow you to identify them as the subject of the images and also to locate the
images on your system. You should consider:

m  How will the staff involved in operating the CCTV system recognise a subject access
request?

m Do you have internal procedures in place for handling subject access requests? This could
include keeping a log of the requests received and how they were dealt with, in case you
are challenged.

A clearly documented process will also help guide individuals through such requests. This should
make it clear what an individual needs to supply. You should decide:

B What details will you need to find the images? Is it made clear whether an individual will
need to supply a photograph of themselves or a description of what they were wearing at
the time they believe they were caught on the system, to aid identification?

® Isit made clear whether details of the date, time and location are required?

m  What fee will you charge for supplying the requested images (up to a maximum of £10)
and how should it be paid? Make this clear to people making access requests.

m  How will you provide an individual with copies of the images?

If images of third parties are also shown with the images of the person who has made the
access request, you must consider whether you need to obscure the images of third parties. If
providing these images would involve an unfair intrusion into the privacy of the third party, or
cause unwarranted harm or distress, then they should be obscured. In many cases, images can
be disclosed as there will not be such intrusion.

Example: A public space CCTV camera records people walking down the street and
going about their ordinary business. Where nothing untoward has occurred, this can
be released without editing out third party images.

Example: Images show the individual who has made the request with a group of
friends, waving at a camera in the town centre. There is little expectation of privacy
and the person making the request already knows their friends were there. It is
likely to be fair to release the image to the requester without editing out the faces
of their friends.

Example: Images show a waiting room in a doctor’s surgery. Individuals have a high
expectation of privacy and confidentiality. Images of third parties should be
redacted (blurred or removed) before release.

Where you decide that third parties should not be identifiable, then you will need to make
arrangements to disguise or blur the images in question. It may be necessary to contract this
work out to another organisation. Where this occurs, you will need te have a written contract
with the processor which specifies exactly how the information is to be used and provides you
with explicit security guarantees.



9.3 Freedom of information

If you are a public authority then you may receive requests under the Freedom of Information
Act 2000 (FOIA) or Freedom of Information (Scotland) Act 2002 (FOISA). Public authorities
should have a member of staff who is responsible for responding to freedom of information
requests, and understands the authority’s responsibilities. They must respend within 20
waorking days from receipt of the request.

Section 40 of the FOIA and section 38 of the FOISA contain a two-part exemption relating to
information about individuals. If you receive a request for CCTV footage, you should consider:

B Are the images those of the requester? If so then that information is exempt from the
FOIA/FOISA. Instead this request should be treated as a data protection subject access
request as explained above.

B Are the images of other people? These can be disclosed only if disclosing the information
in question does not breach the data protection principles.

In practical terms, if individuals are capable of being identified from the relevant CCTV images, then it is
personal information about the individual concerned. It is unlikely that this information can be disclosed
in response to an FOI request as the requester could potentially use the images for any purpose and
the individual concerned is unlikely to expect this. This may therefore be unfair processing in
contravention of the Data Protection Act (DPA).

This is not an exhaustive guide to handling FOI requests®.

Note: Even where footage is exempt from FOIA/FOISA it may be lawful to provide it on a
case-by-case basis without breaching the DPA, where the reason for the request is taken into
account. See section 8 (using the images) for advice on requests for disclosure.

9.4 Other responsibilities

Staff operating the CCTV system also need to be aware of two further rights that individuals
have under the DPA. They need to recognise a request from an individual to prevent processing
likely to cause substantial and unwarranted damage or distress (s10 DPA) and one to prevent
automated decision-taking in relation to the individual (s12 DPA). Experience has shown that
the operators of CCTV systems are highly unlikely to receive such requests. If you do, guidance
on these rights is available from the Information Commissicner’s Office®. Any use of Automatic
Facial Recognition technology should also involve human intervention before decisions are
taken, and this would not be decision taking solely on an automated basis within the terms of
the DPA.

If the CCTV system covers a public space, the organisation operating the CCTV system should
be aware of the possible licensing requirements imposed by the Security Industry Authority.

Further infermation about the FOIA can be found on ICO's website: www.ico.govuk including specific guidance
about section 40 (FOI Awareness Guidance No1).

“How can | stop them processing my personal information?” and “Preventing decisions based on automated
processing of personal information” can both be found on the ICO website: wwwi.ico.gov.uk. You may also wish
to consult our Legal Guidance.




A public space surveillance (CCTV) licence is required when operatives are supplied under a
contract for services. Under the provisions of the Private Security Industry Act 2001, it is a criminal
offence for staff to be contracted as public space surveillance CCTV operators in England, Wales
and Scotland without an SIA licence™.

® Do therelevant staff know how to deal with any request to prevent processing or prevent
automated decision making and where to seek advice?

m  Have you satisfied any relevant licensing requirements?

® T requirement does not apply in Northern Ireland. For more information visit www.the-sia.org.uk




10. Staying in control

Once you have followed the guidance in this code and set
up the CCTV system you need to ensure that it continues
to comply with the Data Protection Act (DPA) and the
code’s requirements in practice. If requested you should:

m tell people how they can make a subject access request, who it should be sent to and what
information needs to be supplied with their request;

m  give them a copy of this code or details of the Information Commissioner's Office (ICO)
website; and

m tell them how to complain about either the operation of the system or failure te comply
with the requirements of this code.

Staff using the CCTV system or images should be trained to ensure they comply with this code.

In particular, do they know:

B what the organisation’s policies are for recording and retaining images?

B how to handle the images securely?

m  what to do if they receive a request for images, for example, from the police?

m  how to recognise a subject access request and what to do if they receive one?

All images must be protected by sufficient security to ensure they do not fall into the wrang

hands. This should include technical, organisational and physical security. For example:

m  Are sufficient safeguards in place to protect wireless transmission systems from interception?

Is the ability to make copies of images restricted to appropriate staff?

Where copies of images are disclosed, how are they safely delivered to the intended recipient?

Are control rooms and rooms where images are stored secure?

Are staff trained in security procedures and are there sanctions against staff who misuse
CCTV images?
m  Are staff aware that they could be committing a criminal offence if they misuse CCTV images?

Any documented procedures which you produce following on from this code should be reviewed
regularly, either by a designated individual within the organisation or by a third party. This is to
ensure the standards established during the setup of the system are maintained.

Similarly, there should be a periodic review (at least annually) of the system’s effectiveness to
ensure that it is still doing what it was intended to do. If it does not achieve its purpose, it should
be stopped or maodified.

m [sinformation available to help deal with queries about the operation of the system and how
individuals may make access requests?

m  Does the information include your commitment to the recommendations in this code and
include details of the ICO if individuals have data protection compliance concerns?

m s a system of regular compliance reviews in place, including compliance with the provisions
of this code, continued operational effectiveness and whether the system continues to
meet its purposes and remains justified?

B Are the results of the review recorded, and are its conclusions acted upon?




Appendix 1

The Data Protection Act 1998:
data protection principles

T

Personal data shall be processed fairly and lawfully and, in particular, shall not be processed
unless-

{a) at least one of the conditions in Schedule 2 is met, and

(b) in the case of sensitive personal data, at least one of the conditions in Schedule 3 is
also met.

Personal data shall be obtained only for ane or more specified and lawful purposes, and
shall not be further processed in any manner incompatible with that purpose or those
pUrposes.

Personal data shall be adequate, relevant and not excessive in relation to the purpose or
purposes for which they are processed.

Personal data shall be accurate and, where necessary, kept up to date.

Personal data processed for any purpose or purpases shall not be kept for longer than is
necessary for that purpose ar those purposes.

Personal data shall be processed in accordance with the rights of data subjects under this
Act

Appropriate technical and organisational measures shall be taken against unauthorised or
unlawful processing of personal data and against accidental loss or destruction of, or
damage to, personal data.

Personal data shall not be transferred to a country or territory outside the European
Economic Area unless that country or territory ensures an adequate level of protection for
the rights and freedoms of data subjects in relation to the processing of personal data.

This is not a full explanation of the principles. For more general information, see our Legal
Guidance'.

1

The ICO’s “Data Protection Act 1998 Legal Guidance” is available on the ICO website: www.ico.gov.uk.



Appendix 2

Checklist for users of limited CCTV systems
monitoring small retail and business premises

This CCTV system and the images produced by it are controlled by e whao is responsible
for how the system is used and for notifying the Information Commissioner about the CCTV
system and its purpose (which is a legal requirement of the Data Protection Act 1298)".

We (....) have considered the need for using CCTV and have decided it is required for the
prevention and detection of crime and for protecting the safety of customers. It will not be used
for other purposes. We conduct an annual review of our use of CCTV.

Checked By Date of next
(Date} review

Notification has been submitted to the Information
Commissioner and the next renewal date recorded.

There is a named individual who is responsible far the
operation of the system.

A system has been chosen which produces clear images
which the law enforcement bodies (usually the police) can
use to investigate crime and these can easily be taken fram
the system when required.

Cameras have been sited so that they provide clear images.

Cameras have been positioned to avoid capturing the
images af persons not visiting the premises.

There are visible signs showing that CCTV is in operation.
Where it is not abvious wha is responsible for the system
contact details are displayed on the sign(s).

Images from this CCTV system are securely stored, where
only a limited number of authorised persons may have
access to them.

The recorded images will only be retained long enough far
any incident to come to light (e.g for a thefl to be noticed)
and the incident to be investigated.

Except for law enforcement badies, images will not be
provided to third parties.

The arganisation knows how to respond to individuals
making requests for copies of their own images. If unsure
the controller knows to seek advice from the Information
Commissioner as soon as such a request is made.

Regular checks are carried out to ensure that the system is
working properly and produces high guality images.

Please keep this checklist in a safe place until the date of the next review.

T Not all small businesses need to notify. Current notification requirements can be found at

www.ico.govuk/what we cover/data_protection/notification.aspx




Appendix 3
Monitoring your workforce

When you install CCTV in a workplace, such as a shop, it is likely to capture pictures of workers,
even if they are not the main subject of surveillance. If the purpose of the CCTV is solely to
prevent and detect crime, then you should not use it for monitoring the amount of work done or
compliance with company procedures.

B Have the cameras been installed so they are not directed specifically to capture images of
workers?

B Are the recorded images viewed only when there is suspected criminal activity, and not just
for routine monitoring of workers? Cameras installed for preventing and detecting crime
should not be used for non-criminal matters.

m  Areimages of workers used only if you see something you cannot be expected to ignore,
such as criminal activity, gross misconduct, or behaviour which puts others at risk?

m [f these images are used in disciplinary proceedings, is the footage retained so that the
worker can see it and respond? A still image is unlikely to be enough.

In some cases, it may be appropriate to install CCTV specifically for warkforce monitoring. You
should go through the decision making process in section 4 of this code and consider whether it
is justified. In particular, consider whether better training or greater supervision would be a more
appropriate solution.

Example: You suspect that your workers are stealing goods from the store room. It
would be appropriate to install CCTV in this room, as it will not involve continuous
or intrusive monitoring and is proportionate to the problem.

Example: You suspect that your workers are making mobile phone calls during
working hours, against company policy, and you consider installing CCTV cameras
on their desks to monitor them throughout the day. This would be intrusive and
disproportionate. Continuous monitoring should only be used in very exceptional
circumstances, for example where hazardous substances are used and failure to
follow procedures would pose a serious risk to life.

B |5 CCTV limited to areas which workers would not expect to be private? CCTV should not
be used in toilet areas or private offices.

m  Are workers made aware that the CCTV is for staff monitoring and how it will be used?
How are visitors informed that CCTV is in operation?

m If CCTV is used to enforce internal policies, are workers fully aware of these palicies and
have they had sufficient training?

m Do you have procedures to deal appropriately with subject access requests from workers?

Workers should normally be aware that they are being monitored, but in exceptional
circumstances, covert monitoring may be used as part of a specific investigation. Covert




monitoring is where video or audio recording equipment is used, and those being monitored are
unaware that this is taking place. Before approving covert monitoring, you should ask yourself:

®m s this an exceptional circumstance, and is there is reason to suspect criminal activity or
equivalent malpractice?

m Wil the cameras only be used for a specific investigation, and will they be removed once
the investigation is complete?

®  Would it prejudice the investigation to tell workers that cameras are being used?
m Have you taken into account the intrusion on innocent workers?
B Has the decision been taken by senior management?

Cameras and listening devices should not be installed in private areas such as toilets and private
offices, except in the most exceptional circumstances where serious crime is suspected. This
should only happen where there is an intention to involve the police, not where it is a purely
internal disciplinary matter.

In some cases, covert cameras installed for one investigation may turn up evidence of other
criminal behaviour or disciplinary offences. You should only make use of this where the offence is
serious, for example, graoss misconduct or misconduct putting others at risk. It would be unfair to
use evidence obtained covertly for minor disciplinary matters.

In some cases, covert menitoring may be covered by the Regulation of Investigatory Powers Act
2000 or the Regulation of Investigatory Powers (Scotland) Act 2000 (RIPA / RIPSA). You may
wish to seek advice'.

More advice on monitoring workers can be found in our Employment practices code’.

1 The Home Office guidance on RIPA can be found at http//security.homeoffice.gov.uk/ripa

2 The Employment practices code and other related guidance can be found on the ICO website: www.ico.gov.uk.




If you would like to contact us please call 08456 306060, or 01625 545745
if you would prefer to call a national rate number.

e: mail@ico.gsi.gov.uk

W WWW.icO.gov.uk

January 2008

Information Commissioner’s Office
Wycliffe House, Water Lane
Wilmslow, Cheshire SK9 5AF

DP/CCTV/O108/10K



APPENDIX.8

Leicestershire
Constabulary

Licensing Act 2003 - Representation in respect of Premises Licence

i Details of person or body making representation
* Your Name: Ps567 Sean Moore
~ Your Address: Licensing Department,

i Mansfield House,

: 74 Beigrave Gate,

leicester LE1 3GG

!
1
E__

| Details of premises representation is about

’ Name of Coalville Rugby Club
 Premises:
"Address of Hall Lane, ;

I premises: Whitwick
|

f Application No.
- (if known)

mease tick one or more of the licensing objectives that your representation
refates to:

Prevention of crime and disorder
Public Safety

Prevention of public nuisance
Protection of children from harm

LI

Please summarise your concerns about this application:

Further to my previous representation concermng this application | am now in
possession of a report from a CCTV engineer in which he exEresses the view that |
images, relating to a disturbance on the premises on the 14! February 2010, had
been deliberately erased.




|
Such conduct must seriously undermine the licensing objectives and | feel sure the i
Committee will need to be reassured as to the integrity of the CCTV regime if the |

public are to be admitted to the premises. |




Present date 15" March 2010

Date of offence 24™ February 2010
Ref: Coalville Rugby Club
CCTV Retrieval for case reference: incident no 24 of 14/2/10

Fao. Sgt Pat Tugby (1296) Coalville

As requested we attended the rugby club and was greeted by Pete Smith (club secretary) in order for me to look at any
footage on the DVR seized earlier, upon reinstalling the system it was noted that patt of the power supply was missing and

viewing on site was not an option.
We then asked My Smith if we could retake the DVR to our offices where we could look at the footage and this was agreed

to be the best option,

I then at my offices in company of Sgt Tugby and PC Bly powered up the system to interrogate and we noted that the
playback date was very short being less than 48hrs this caused immediate concerns as the system was more than capable of
recording for at least 7 days as there was a 400GB hard drive and a 80GB HDD installed. We input the date of offence that
was 14/02/2010 @ 0030 and the system said no data found this is unusual as when a DVR gets to a full hard drive it
rewrites over the beginning of the oldest date / start of hard drive. Suggesting the system had been manually formatted.

We then went to the start date of any supposed data being on the system and pressed rewind and this then allowed us to
view deleted footage although times frames would be hard to retrieve as the system just allows it to be rewritten over.

I was able to retrieve footage right back to the 12/2/2010 but as we only had the system for 24 hrs we ran oul of viewing
time.

[tis of my professional opinion having 20+ years experience within the CCTV sector that the system had been manually
formatted in order to lose any evidence.

meithfully

Conrad O'Deil
Base Security Director




APPENDIX 7

NortBWest
| EICESTERSHIRE

DISTRIGT COUNCIL

Licensing Act 2003
COALVILLE RUGBY FOOTBALL CLUB, MEMORIAL GROUND,
HALL LANE, WHITWICK, COALVILLE, LEICS, LE67 5PF

To: Licensing Authority Office Date: 24" March 2010

Dear Sir/fMadam

| write in my capacity as the applicant in relation to the above matter.

Further to correspondence from Steve Leeland in Environmental Health | would like

to include the following conditions on my premises licence and amend my schedule
to read the following:

Conditions / Amendment to Operating Schedule

After 2300hrs, on nights where entertainment is provided, any entertainment |
provided must be inaudible at neighbouring properties. Monitoring should be
undertaken to ensure neighbours are not disturbed, records must be kept of
monitoring undertaken and any remedial action taken to rectify any adverse

I
i
]
I
I
i
observations. i
i
|
l
|

Please accept this notice as formal request to amend the application/operating
schedule in accordance with the above. Furthermore, | confirm that | do not
consider a hearing to be necessary.

N . s

Signed...<.. ¥ 5004 ‘ﬁ.n,wtfﬂame in block .7 1" b A T I AT s

i

Date....... T TETR ¥ .
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